**Question #1**

In this form of encryption algorithm, every individual block contains 64-bit data, and three keys are used, where each key consists of 56 bits. Which is this encryption algorithm?

A. IDEA

**B. Triple Data Encryption Standard**

C. AES

D. MD5 encryption algorithm

**Question #2**

John is investigating web-application firewall logs and observers that someone is attempting to inject the following:
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What type of attack is this?

A. SQL injection

**B. Buffer overflow**

C. CSRF

D. XSS

**Question #3**

John, a professional hacker, performs a network attack on a renowned organization and gains unauthorized access to the target network. He remains in the network without being detected for a long time and obtains sensitive information without sabotaging the organization.

Which of the following attack techniques is used by John?

A. Insider threat

B. Diversion theft

C. Spear-phishing sites

**D. Advanced persistent threat**

**Question #4**

You are attempting to run an Nmap port scan on a web server. Which of the following commands would result in a scan of common ports with the least amount of noise in order to evade IDS?

A. nmap -A - Pn

B. nmap -sP -p-65535 -T5

**C. nmap -sT -O -T0**

D. nmap -A --host-timeout 99 -T1

**Question #5**

This wireless security protocol allows 192-bit minimum-strength security protocols and cryptographic tools to protect sensitive data, such as GCMP-256, HMAC-SHA384, and ECDSA using a 384-bit elliptic curve.

Which is this wireless security protocol?

A. WPA3-Personal

**B. WPA3-Enterprise**

C. WPA2-Enterprise

D. WPA2-Personal

**Question #6**

What are common files on a web server that can be misconfigured and provide useful information for a hacker such as verbose error messages?

A. httpd.conf

B. administration.config

**C. php.ini**

D. idq.dll

**Question #7**

Gerard, a disgruntled ex-employee of Sunglass IT Solutions, targets this organization to perform sophisticated attacks and bring down its reputation in the market. To launch the attacks process, he performed DNS footprinting to gather information about DNS servers and to identify the hosts connected in the target network. He used an automated tool that can retrieve information about DNS zone data including DNS domain names, computer names, IP addresses, DNS records, and network Whois records. He further exploited this information to launch other sophisticated attacks.

What is the tool employed by Gerard in the above scenario?

A. Towelroot

B. Knative

C. zANTI

**D. Bluto**

**Question #8**

Tony is a penetration tester tasked with performing a penetration test. After gaining initial access to a target system, he finds a list of hashed passwords.

Which of the following tools would not be useful for cracking the hashed passwords?

A. Hashcat

B. John the Ripper

C. THC-Hydra

**D. netcat**

**Question #9**

Which of the following Google advanced search operators helps an attacker in gathering information about websites that are similar to a specified target URL?

A. [inurl:]

B. [info:]

C. [site:]

**D. [related:]**

**Question #10**

You are a penetration tester working to test the user awareness of the employees of the client XYZ. You harvested two employees’ emails from some public sources and are creating a client-side backdoor to send it to the employees via email.

Which stage of the cyber kill chain are you at?

A. Reconnaissance

**B. Weaponization**

C. Command and control

D. Exploitation

**Question #11**

While performing an Nmap scan against a host, Paola determines the existence of a firewall.

In an attempt to determine whether the firewall is stateful or stateless, which of the following options would be best to use?

**A. -sA**

B. -sX

C. -sT

D. -sF

**Question #12**

A newly joined employee, Janet, has been allocated an existing system used by a previous employee. Before issuing the system to Janet, it was assessed by Martin, the administrator. Martin found that there were possibilities of compromise through user directories, registries, and other system parameters. He also identified vulnerabilities such as native configuration tables, incorrect registry or file permissions, and software configuration errors.

What is the type of vulnerability assessment performed by Martin?

A. Database assessment

**B. Host-based assessment**

C. Credentialed assessment

D. Distributed assessment

**Question #13**

Jane, an ethical hacker, is testing a target organization’s web server and website to identify security loopholes. In this process, she copied the entire website and its content on a local drive to view the complete profile of the site’s directory structure, file structure, external links, images, web pages, and so on. This information helps Jane map the website’s directories and gain valuable information.

What is the attack technique employed by Jane in the above scenario?

A. Session hijacking

**B. Website mirroring**

C. Website defacement

D. Web cache poison

**Question #14**

An organization is performing a vulnerability assessment for mitigating threats. James, a pen tester, scanned the organization by building an inventory of the protocols found on the organization’s machines to detect which ports are attached to services such as an email server, a web server, or a database server. After identifying the services, he selected the vulnerabilities on each machine and started executing only the relevant tests.

What is the type of vulnerability assessment solution that James employed in the above scenario?

A. Service-based solutions

B. Product-based solutions

C. Tree-based assessment

**D. Inference-based assessment**

**Question #15**

Taylor, a security professional, uses a tool to monitor her company’s website, analyze the website’s traffic, and track the geographical location of the users visiting the company’s website.

Which of the following tools did Taylor employ in the above scenario?

A. Webroot

**B. Web-Stat**

C. WebSite-Watcher

D. WAFW00F

**Question #16**

Becky has been hired by a client from Dubai to perform a penetration test against one of their remote offices. Working from her location in Columbus, Ohio, Becky runs her usual reconnaissance scans to obtain basic information about their network. When analyzing the results of her Whois search, Becky notices that the IP was allocated to a location in Le Havre, France.

Which regional Internet registry should Becky go to for detailed information?

A. ARIN

B. LACNIC

C. APNIC

**D. RIPE**

**Question #17**

Harry, a professional hacker, targets the IT infrastructure of an organization. After preparing for the attack, he attempts to enter the target network using techniques such as sending spear-phishing emails and exploiting vulnerabilities on publicly available servers. Using these techniques, he successfully deployed malware on the target system to establish an outbound connection.

What is the APT lifecycle phase that Harry is currently executing?

**A. Initial intrusion**

B. Persistence

C. Cleanup

D. Preparation

**Question #18**

Robin, a professional hacker, targeted an organization’s network to sniff all the traffic. During this process, Robin plugged in a rogue switch to an unused port in the LAN with a priority lower than any other switch in the network so that he could make it a root bridge that will later allow him to sniff all the traffic in the network.

What is the attack performed by Robin in the above scenario?

A. ARP spoofing attack

**B. STP attack**

C. DNS poisoning attack

D. VLAN hopping attack

**Question #19**

An attacker utilizes a Wi-Fi Pineapple to run an access point with a legitimate-looking SSID for a nearby business in order to capture the wireless password.

What kind of attack is this?

A. MAC spoofing attack

B. War driving attack

C. Phishing attack

**D. Evil-twin attack**

**Question #20**

CyberTech Inc. recently experienced SQL injection attacks on its official website. The company appointed Bob, a security professional, to build and incorporate defensive strategies against such attacks. Bob adopted a practice whereby only a list of entities such as the data type, range, size, and value, which have been approved for secured access, is accepted.

What is the defensive technique employed by Bob in the above scenario?

**A. Whitelist validation**

B. Output encoding

C. Blacklist validation

D. Enforce least privileges

**Question #21**

Joe works as an IT administrator in an organization and has recently set up a cloud computing service for the organization. To implement this service, he reached out to a telecom company for providing Internet connectivity and transport services between the organization and the cloud service provider.

In the NIST cloud deployment reference architecture, under which category does the telecom company fall in the above scenario?

A. Cloud consumer

B. Cloud broker

C. Cloud auditor

**D. Cloud carrier**

**Question #22**

Bobby, an attacker, targeted a user and decided to hijack and intercept all their wireless communications. He installed a fake communication tower between two authentic endpoints to mislead the victim. Bobby used this virtual tower to interrupt the data transmission between the user and real tower, attempting to hijack an active session. Upon receiving the user’s request, Bobby manipulated the traffic with the virtual tower and redirected the victim to a malicious website.

What is the attack performed by Bobby in the above scenario?

**A. aLTEr attack**

B. Jamming signal attack

C. Wardriving

D. KRACK attack

**Question #23**

John, a professional hacker, targeted an organization that uses LDAP for accessing distributed directory services. He used an automated tool to anonymously query the LDAP service for sensitive information such as usernames, addresses, departmental details, and server names to launch further attacks on the target organization.

What is the tool employed by John to gather information from the LDAP service?

A. ike-scan

B. Zabasearch

**C. JXplorer**

D. EarthExplorerQuestion

**Question #24**

Annie, a cloud security engineer, uses the Docker architecture to employ a client/server model in the application she is working on. She utilizes a component that can process API requests and handle various Docker objects, such as containers, volumes, images, and networks.

What is the component of the Docker architecture used by Annie in the above scenario?

A. Docker objects

**B. Docker daemon**

C. Docker client

D. Docker registries

**Question #25**

Bob, an attacker, has managed to access a target IoT device. He employed an online tool to gather information related to the model of the IoT device and the certifications granted to it.

Which of the following tools did Bob employ to gather the above information?

**A. FCC ID search**

B. Google image search

C. search.com

D. EarthExplorer

**Question #26**

What piece of hardware on a computer’s motherboard generates encryption keys and only releases a part of the key so that decrypting a disk on a new piece of hardware is not possible?

A. CPU

B. UEFI

C. GPU

**D. TPM**

**Question #27**

Gilbert, a web developer, uses a centralized web API to reduce complexity and increase the integrity of updating and changing data. For this purpose, he uses a web service that uses HTTP methods such as PUT, POST, GET, and DELETE and can improve the overall performance, visibility, scalability, reliability, and portability of an application.

What is the type of web-service API mentioned in the above scenario?

**A. RESTful API**

B. JSON-RPC

C. SOAP API

D. REST API

**Question #28**

To create a botnet, the attacker can use several techniques to scan vulnerable machines. The attacker first collects information about a large number of vulnerable machines to create a list. Subsequently, they infect the machines. The list is divided by assigning half of the list to the newly compromised machines. The scanning process runs simultaneously. This technique ensures the spreading and installation of malicious code in little time.

Which technique is discussed here?

A. Subnet scanning technique

B. Permutation scanning technique

**C. Hit-list scanning technique.**

D. Topological scanning technique

**Question #29**

Nicolas just found a vulnerability on a public-facing system that is considered a zero-day vulnerability. He sent an email to the owner of the public system describing the problem and how the owner can protect themselves from that vulnerability. He also sent an email to Microsoft informing them of the problem that their systems are exposed to.

What type of hacker is Nicolas?

A. Black hat

B. White hat

**C. Gray hat**

D. Red hat

**Question #30**

Sophia is a shopping enthusiast who spends significant time searching for trendy outfits online. Clark, an attacker, noticed her activities several times and sent a fake email containing a deceptive page link to her social media page displaying all-new and trendy outfits. In excitement, Sophia clicked on the malicious link and logged in to that page using her valid credentials.

Which of the following tools is employed by Clark to create the spoofed email?

**A. Evilginx**

B. Slowloris

C. PLCinject

D. PyLoris

**Question #31**

John, a disgruntled ex-employee of an organization, contacted a professional hacker to exploit the organization. In the attack process, the professional hacker installed a scanner on a machine belonging to one of the victims and scanned several machines on the same network to identify vulnerabilities to perform further exploitation.

What is the type of vulnerability assessment tool employed by John in the above scenario?

A. Agent-based scanner

**B. Network-based scanner**

C. Cluster scanner

D. Proxy scanner

**Question #32**

Joel, a professional hacker, targeted a company and identified the types of websites frequently visited by its employees. Using this information, he searched for possible loopholes in these websites and injected a malicious script that can redirect users from the web page and download malware onto a victim's machine. Joel waits for the victim to access the infected web application so as to compromise the victim's machine.

Which of the following techniques is used by Joel in the above scenario?

**A. Watering hole attack**

B. DNS rebinding attack

C. MarioNet attack

D. Clickjacking attackQuestion

**Questions#33**

Security administrator John Smith has noticed abnormal amounts of traffic coming from local computers at night. Upon reviewing, he finds that user data have been exfiltrated by an attacker. AV tools are unable to find any malicious software, and the IDS/IPS has not reported on any non-whitelisted programs.

What type of malware did the attacker use to bypass the company’s application whitelisting?

**A. File-less malware**

B. Zero-day malware

C. Phishing malware

D. Logic bomb malware

**Questions#34**

Dorian is sending a digitally signed email to Poly. With which key is Dorian signing this message and how is Poly validating it?

A. Dorian is signing the message with his public key, and Poly will verify that the message came from Dorian by using Dorian’s private key.

B. Dorian is signing the message with Poly’s private key, and Poly will verify that the message came from Dorian by using Dorian’s public key.

**C. Dorian is signing the message with his private key, and Poly will verify that the message came from Dorian by using Dorian’s public key.**

D. Dorian is signing the message with Poly’s public key, and Poly will verify that the message came from Dorian by using Dorian’s public key.

**Questions#35**

Scenario: Joe turns on his home computer to access personal online banking. When he enters the URL www.bank.com, the website is displayed, but it prompts him to re-enter his credentials as if he has never visited the site before. When he examines the website URL closer, he finds that the site is not secure and the web address appears different.

What type of attack he is experiencing?

A. DHCP spoofing

B. DoS attack

C. ARP cache poisoning

**D. DNS hijacking**

**Questions#36**

Boney, a professional hacker, targets an organization for financial benefits. He performs an attack by sending his session ID using an MITM attack technique. Boney first obtains a valid session ID by logging into a service and later feeds the same session ID to the target employee. The session ID links the target employee to Boney’s account page without disclosing any information to the victim. When the target employee clicks on the link, all the sensitive payment details entered in a form are linked to Boney’s account.

What is the attack performed by Boney in the above scenario?

A. Forbidden attack

B. CRIME attack

**C. Session donation attack**

D. Session fixation attack

**Questions#37**

Kevin, a professional hacker, wants to penetrate CyberTech Inc’s network. He employed a technique, using which he encoded packets with Unicode characters. The company’s IDS cannot recognize the packets, but the target web server can decode them.

What is the technique used by Kevin to evade the IDS system?

A. Session splicing

B. Urgency flag

**C. Obfuscating**

D. Desynchronization

**Questions#38**

Suppose that you test an application for the SQL injection vulnerability. You know that the backend database is based on Microsoft SQL Server. In the login/password form, you enter the following credentials:
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Based on the above credentials, which of the following SQL commands are you expecting to be executed by the server, if there is indeed an SQL injection vulnerability?

**A. select \* from Users where UserName = ‘attack’ ’ or 1=1 -- and UserPassword = ‘123456’**

B. select \* from Users where UserName = ‘attack’ or 1=1 -- and UserPassword = ‘123456’

C. select \* from Users where UserName = ‘attack or 1=1 -- and UserPassword = ‘123456’

D. select \* from Users where UserName = ‘attack’ or 1=1 --’ and UserPassword = ‘123456’

**Questions#39**

Which of the following commands checks for valid users on an SMTP server?

A. RCPT

B. CHK

**C. VRFY**

D. EXPN

**Questions#40**

Bella, a security professional working at an IT firm, finds that a security breach has occurred while transferring important files. Sensitive data, employee usernames, and passwords are shared in plaintext, paving the way for hackers to perform successful session hijacking. To address this situation, Bella implemented a protocol that sends data using encryption and digital certificates.

Which of the following protocols is used by Bella?

**A. FTPS**

B. FTP

C. HTTPS

D. IP

**Questions#41**

John wants to send Marie an email that includes sensitive information, and he does not trust the network that he is connected to. Marie gives him the idea of using PGP. What should John do to communicate correctly using this type of encryption?

A. Use his own private key to encrypt the message.

B. Use his own public key to encrypt the message.

C. Use Marie’s private key to encrypt the message.

**D. Use Marie’s public key to encrypt the message.**

**Questions#42**

In the Common Vulnerability Scoring System (CVSS) v3.1 severity ratings, what range does medium vulnerability fall in?

A. 4.0-6.0

B. 3.9-6.9

C. 3.0-6.9

**D. 4.0-6.9**

**Questions#43**

Bill is a network administrator. He wants to eliminate unencrypted traffic inside his company’s network. He decides to setup a SPAN port and capture all traffic to the datacenter. He immediately discovers unencrypted traffic in port UDP 161.

What protocol is this port using and how can he secure that traffic?

A. RPC and the best practice is to disable RPC completely.

**B. SNMP and he should change it to SNMP V3.**

C. SNMP and he should change it to SNMP V2, which is encrypted.

D. It is not necessary to perform any actions, as SNMP is not carrying important information.

**Questions#44**

Consider the following Nmap output:

![](data:image/png;base64,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)

What command-line parameter could you use to determine the type and version number of the web server?

**A. -sV**

B. -sS

C. -Pn

D. -V

**Questions#45**

Bob was recently hired by a medical company after it experienced a major cyber security breach. Many patients are complaining that their personal medical records are fully exposed on the Internet and someone can find them with a simple Google search. Bob’s boss is very worried because of regulations that protect those data.

Which of the following regulations is mostly violated?

A. PCI DSS

B. PII

C. ISO 2002

**D. HIPPA/PHI**

**Questions#46**

Infecting a system with malware and using phishing to gain credentials to a system or web application are examples of which phase of the ethical hacking methodology?

A. Scanning

**B. Gaining access**

C. Maintaining access

D. Reconnaissance

**Questions#47**

Larry, a security professional in an organization, has noticed some abnormalities in the user accounts on a web server. To thwart evolving attacks, he decided to harden the security of the web server by adopting a few countermeasures to secure the accounts on the web server.

Which of the following countermeasures must Larry implement to secure the user accounts on the web server?

A. Retain all unused modules and application extensions.

**B. Limit the administrator or root-level access to the minimum number of users.**

C. Enable all non-interactive accounts that should exist but do not require interactive login.

D. Enable unused default user accounts created during the installation of an OS.

**Questions#48**

There are multiple cloud deployment options depending on how isolated a customer’s resources are from those of other customers. Shared environments share the costs and allow each customer to enjoy lower operations expenses. One solution is for a customer to join with a group of users or organizations to share a cloud environment.

What is this cloud deployment option called?

A. Private

**B. Community**

C. Public

D. Hybrid

**Questions#49**

Allen, a professional pen tester, was hired by XpertTech Solutions to perform an attack simulation on the organization’s network resources. To perform the attack, he took advantage of the NetBIOS API and targeted the NetBIOS service. By enumerating NetBIOS, he found that port 139 was open and could see the resources that could be accessed or viewed on a remote system. He came across many NetBIOS codes during enumeration.

Identify the NetBIOS code used for obtaining the messenger service running for the logged-in user?

A. <00>

B. <20>

**C. <03>**

D. <1B>

**Questions#50**

Don, a student, came across a gaming app in a third-party app store and installed it. Subsequently, all the legitimate apps in his smartphone were replaced by deceptive applications that appeared legitimate. He also received many advertisements on his smartphone after installing the app.

What is the attack performed on Don in the above scenario?

A. SIM card attack

B. Clickjacking

C. SMS phishing attack

**D. Agent Smith attack**